CSM Wireless, LLC

478 River Bend Rond
Great Falls, V4 22066

February 6, 2006

Marlene H. Dortch, Secretary

Federal Communications Commission
445 12" Street, S.W.

Washington, D.C. 20554

Re:  Certification of CPNI Filing
EB-(16-TC-060
ER Docket No. 06-36

Dear Ms, Doricly

Transmitted herewith in ac rordance with the Comnission’s Public Notice, DA 06-223,
released January 30, 2006, and Section 64.2009(e) of the Commission’s Rules, is our compliance
certificate and accompanying statzment for the year ended Deceraber 31, 2005 for CSM
Wireless, LLC and the following s ffiliates: CSM Columbus (TN) License Sub, LLC, CMS
Columbus (OH) License Sub, LLC, CMS Indianapolis License Sub, LLC, CSM New Castle
License Sub, LLC, CSM Clevelani License Sub, LLC, LCW Wireless, LLC, CSM Youngstown
License Sub, L1LC and CSM Cantcn License Sub, LLC.

Very truly yours,
T 9 D1Cr0ce
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CERTIFICATE

1. Tony DiCroce, an officer of C8ki Wireless, LLC, and its affiliated licengees listed on the
transmittal letter herewith (“CSM” , certify as agent for CSM that ] have personal knowledge
that CSM has established operating procedures that are adcquate to ensure compliance by CSM
and its affiliates and subsidiaries with the rules of the Federal Communications Commission

contained in Part 64, Subpart U of :he Code of Federal Regulations. Attachment 1 hereto

describes these operating proceduras,

Pény DiCroce
Officer
February 6, 2006
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STATEMENT

CSM Wireless, LLC and its affiliated licensees listed on the transmittal letter herewith
(collectively, “*CSM™) is a provider of Commercial Mobile Radio Scrvice (“CMRS”). 1t does not
offer telecommunications services © its customers in categories other than CMRS. CSM does
not currently use customer proprietary network information (“CPNI") for internal marketing
purposes ot shate CPNI with affilites or with third parties, other than pursuant to requests by
duly-authorized law enforcement fficials. Consequently, CSM is not required to and does not
maintain either an “opt-in” or “opt out” system with respect to CPNI. In the event that CSM
were to change the ways in which it uses CPNI, any such change would be reviewed and
approved by the company’s CEQ, who is familiar with the FCC’s rules governing the use of
CPNI and who is the certifying of jcer for CPNJ purposes.

CSM has establisbed proce dures to maintain the security of CPNT of its customers. For
example, CSM maintains all CPMi on a secure server using a propristary database, and CPNI is
accessible only to select, specially trained employees within CSMs call center and network
operations group. CSM represent itives will discuss customer account information only after a
caller has presented unique identilying information establishing that the requesting party is, in
fact, the subscriber whose records are requested. CSM provides call detail records only to
customers who make an in-persor request in a CSM storc and present valid identification, ar to
law enforcement officials who pre sent a valid subpoena. The CSM employee handbook
expressly prohibits the divulgence of any confidential customer information, and provides for

immediate punishment upon a viclation of this prohibition, up to and including termination of

employment.



